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Who needs a Managed Vulnerability Program?

K-12 &
Higher Ed.

Municipalities &
Counties

States & State 
Agencies

Federal & 
Federal Agencies

How to build an effective Vulnerability
Management Program

Discover  
at Scale

Report 
and 

research

Prioritize  
Threats

Remediate
/ Patch

Asset Management Vulnerability Management

Threat Risk and 
PrioritizationPatch / Configuration

Management

How can you deploy patches and 
correct configurations to close 

high-impact issues?

Do you know where all your 
assets are and what they are?

Can you predict which 
systems will be targeted 

next?

Do you know the type and 
number of open vulnerabilities?

Today’s workforce is remote, work 
environments are transforming, 

making visibility into key network 
environments essential.

The AT&T Vulnerability  
Management Team provides 
white-glove service in the 
following areas:

Account Provisioning  

Solution Training

Solution Configuration and
Maintenance

Vulnerability Management  
Program Trusted Advisor 
Consultation and Support

Configuration and Execution of
Vulnerability Scans

Configuration and Execution of 
Policy Compliance Scans

Configuration and Execution of 
Web Application Scans

Host Agent Configuration and 
Deployment

Scan Template, Policy Template 
Scan Engine, Host Agent, and 
Report Tuning

Remediation Consultation and 
Validation Testing

Automated and Manual False
Positive Testing

Vulnerability Exception
Documentation

Integration with 3rd Party Security 
and Enterprise Management Tools

ASV Scans and Compliance 
Reporting



Overview of Vulnerability Services
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Asset Inventory Service

Vulnerability Scanning

Continuous Monitoring

Real-time Threat Protection

Policy Compliance Scanning

Patch Management

PCI ASV Compliance

Web Application Scanning

Web Application Shielding

Malware Detection

The following are services that are a part of the AT&T Managed
Vulnerability Program (MVP)

Government organizations are facing multiple unique challenges today. 
More challenges, more frequently, than ever before.

Increasing Entry Points 
for Attacks

Lack of Experience
In-House

Limited IT Staff and
Resources

Complexity of
Mitigation

Features MVP-DDI MVP-Qualys MVP-Tenable (IT/OT)

Asset Inventory & Discovery ● ● ●

Vulnerability Scanning ● ● ●

CIS Configuration Scanning ● ● ●

Web Application Scanning ● ● ●

End Point Protection on Windows ● ●
USMA / MTDR Integration ●
Cloud Security Assessment ●
ASV - PCI Service ●

Container Inventory ● ●

Certificate Assessment ●

Threat Protection & Continuous Monitoring ●

Patch Management - Windows ●

Application Programming Interface (API) ● ● ●

Virtual Active Scan Engines (Unlimited) ● ● ●

Host Agents (Unlimited) ● ● ●

Cloud Agent Gateway Sensors (Unlimited) ● ●

Full visibility across converged IT/OT operations ●

Tracks and log all configuration change ●

AT&T Managed Vulnerability Program Features and Options
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