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Next-generation endpoint security with
world class managed services

AT&T Managed Endpoint

Security with SentinelOne

AT&T Security Operations
Center (SOC) helps
alleviate the cybersecurity
skill shortage, as

well as the burden of
daily operations and
troubleshooting, at a cost
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AT&T Security Operations Center (SOC) helps alleviate the cybersecurity skill

shortage, as well as the burden of daily operations and troubleshooting, at a cost
that is often lower than hiring a specialist(s) in-house.

@ Experience @ Visibility

AT&T Cybersecurity AT&T Alien Labs Threat
Intelligence

Platform onboarding
Guidance on agent
deployment

Initial policy tuning
Customer training
Custom incident response
SentinelOne® Autonomous plan

Protection - Incident response retainer

Comprehensive
Endpoint Security

The largest MSSP in the -

world’

25+ years of experience
in delivering managed
security services
Dedicated team of
security analysts
Certifications including
GSE, CISSP, CEH,
CompTIA Security+,
and more

USM sensor network
—20 million threat
observations per day
AT&T Alien Labs Open
Threat Exchange
(OTX)- 145,000
security professionals
submitting 20 million
threat indicators per
day

Collaboration with
AT&T CSO- 446

PB of traffic from
200 countries and
territories

MITRE ATT&CK test

- APT 29: #1Most
Total Detectionsz;
correlated alerts

with comprehensive
storyline

1agent: next-gen
Antivirus, EPP, and EDR
Physical and virtual
workstations, servers,
and cloud containers
3OS types: protection
for Windows, macQOS,
and Linux endpoints
Protection even while
endpoint is offline
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available

Continuous monitoring,
management, support

24x7x365 eyes on glass
Review and triage alarms
Investigate and respond
to threats

Provide ongoing system
fine-tuning

Regular reviews with Tier
2 Analyst

Ticket resolution and
support

AT&T Cybersecurity



How it works
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Endpoint protection, detection, response, and

control for advanced forensic mapping and
automated response.

SentinelOne®Endpoint
Security for the Entire

Attack Chain
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Why AT&T Managed Endpoint Security with SentinelOne

The AT&T SOC management team can

provide a simplified experience by managing
multiple AT&T offers while providing better
protection through correlated alerts

AT&T Cybersecurity offers end-to-end
solutions, from the endpoint to the network to

the cloud.

© 2022 AT&T Intellectual Property. AT&T and globe logo are registered trademarks and service marks of AT&T
Intellectual Property and/or AT&T affiliated companies. All other marks are the property of their respective owners

AT&T Cybersecurity




	Next-generation endpoint security with  world class managed services
	How it works

